# Operating System

**Deadlocks**

Deadlock will occur if all the below conditions are held true.

1. Mutual exclusion: only one process can have a resource at a time.
2. Hold and wait: a process is waiting for another resource while it has already held a previous resource.
3. No preemption: a resource can be release only voluntarily by the process holding it.
4. Circular wait: there exists a circular wait such that P1 waiting for a resource acquired by P2, P2 waiting for a resource acquired by P3, P3 for P4, and so on, until P(n) for P1.

How to prevent a deadlock.

1. Ensure circular wait doesn’t occur, i.e., maintaining an order of resource acquisitions (lock ordering/locking sequence).
2. Rest other conditions mentioned above are desirable (1-3), so we cannot compromise with them.

**Banker’s algorithm**

Deadlock avoidance algorithm to check if request of a process for resources should be fulfilled or not, and whether it can cause a deadlock or not.

**Thread vs Process**

**Program layout:**

BSS or data segment, both are said to be allocated at compile time as they get addresses where they are going to be stored. Each process running the same program has its own BSS area. When running, the BSS data are placed in the data segment. In the executable file, they are stored in the BSS section.

**BSS:**

What type of variables go to BSS?

1. Global uninitialized or 0 initialized.
2. Global static uninitialized or 0 initialized.
3. Local static POD types uninitialized or 0 initialized.
4. Local static objects (non-POD) types. They are initialized at the time when function is called, hence before that, they’ll be in BSS no matter they are initialized or not. They cannot be in stack as their lifetime is program life time but stacks are deallocated once the function call returns.
5. Static uninitialized POD in class.
6. Static object member in class no matter they are initialized or not.

Keeping a variable in BSS means it is given an address, but it is not initialized.

1. **Global variable** and **static member in class**: constructor is called before entering **main** function. For static member in class, it needs to have initialization.
2. **Local static variable**: constructor is only called when execution reaches its declaration at first time.
3. If **Local static variable is POD type**, then it is also initialized before enter **main** function.

Example for POD type: *static int number = 10;*

<https://stackoverflow.com/questions/55510/when-do-function-level-static-variables-get-allocated-initialized>

Static variable memory allocation

The compiler decides during compilation in what address of that static memory area the array will be.

C++ code:

int a[4];

int b[] = { 1 , 2 , 3 , 4 };

int main()

{}

Output assembly:

a:

.zero 16

b:

.long 1

.long 2

.long 3

.long 4

main:

pushq %rbp

movq %rsp, %rbp

movl $0, %eax

popq

**static and dynamic libraries**

* exit() and \_exit() : The following actions are performed by exit() :

exit handlers (functions registered with atexit() and on\_exit() ) are called, in

reverse order of their registration. The stdio stream buffers are flushed. The \_exit() system call is invoked.

* return 0 and exit(0) : *return 0* returns from the main function to the caller function (\_start\_) and then calls *exit(0)*. If any steps performed during exit processing access variables local to main(), then doing a return from main() results in undefined behavior.

In C++, local static objects aren’t destroyed if *exit* is called whereas they are in case of *return*. static objects are destroyed however.

**Size of a file C program**

FILE\* fp = fopen(file\_name, "r");

fseek(fp, 0L, SEEK\_END);

long int res = ftell(fp);

**Interrupts**

Process context:

Interrupt context: When executing an interrupt handler, the kernel is in interrupt context. It should be fast and should not sleep as it has interrupted other process asynchronously. Also, it cannot call any function that invokes sleep, thereby limiting the number of functions it can call.

Why can’t you sleep in an interrupt handler?

Kernel doesn’t run all the time. In a single core system, when a user mode process is running, kernel would start running when the process invokes a system call. Kernel can be scheduled as a result of the interrupt generated on system call. Similar for hardware interrupts. Operating systems run through exceptions and interrupts. If there are no system calls, and no hardware interrupts, the kernel does nothing because it is not entered - there is nothing for it to do. A single process would keep on running in this case because there is no timer expiry interrupt (or no system calls made) to make use of the scheduler (or system call handlers) which is part of the kernel.

**32-bit and 64-bit processors**

This basically means the size of the registers in CPU. Registers may hold addresses that are written onto address bus, hence address bus is also the size of registers. Data bus transfers information from one hardware to another, and it has lines for that. The number of lines in the data bus determine the word size (the basic unit of data CPU works upon). If a data bus has 64 lines then word size is 8 bytes.

Therefore, we can say that a 64-bit processor will address 2^64 different addresses. It makes sense to have a 32-bit CPU with a 32-bit data bus because you can transfer all data from memory directly to the registers, but you can have any data bus size. So, a 32-bit CPU normally have 32-bit data bus to make it easy to transfer data from and to it.

Volatile memory is [computer memory](https://en.wikipedia.org/wiki/Computer_memory) that requires power to maintain the stored information; it retains its contents while powered on but when the power is interrupted, the stored data is quickly lost.

Difference between thread and process scheduling?

TLB flushes might not occur on thread context switch.

# Operating System

**Deadlocks**

Deadlock will occur if all the below conditions are held true.

1. Mutual exclusion: only one process can have a resource at a time.
2. Hold and wait: a process is waiting for another resource while it has already held a resource.
3. No preemption: a resource can be release only voluntarily by the process holding it.
4. Circular wait: there exists a circular wait such that P1 waiting for a resource acquired by P2, P2 waiting for a resource acquired by P3, P3 for P4, and so on, until P(n) for P1.

How to prevent a deadlock.

1. Ensure circular wait doesn’t occur, i.e., maintaining an order of resource acquisitions (lock ordering/locking sequence).
2. Rest other conditions mentioned above are desirable (1-3), so we cannot compromise with them.

**Banker’s algorithm**

Deadlock avoidance algorithm to check if request of a process for resources should be fulfilled or not, and whether it can cause a deadlock or not.

**Thread vs Process**

**Program layout:**

BSS or data segment, both are said to be allocated at compile time as they get addresses where they are going to be stored. Each process running the same program has its own BSS area. When running, the BSS data are placed in the data segment. In the executable file, they are stored in the BSS section.

*BSS*:

What type of variables go to BSS?

1. Global uninitialized or 0 initialized.
2. Global static uninitialized or 0 initialized.
3. Local static POD types uninitialized or 0 initialized.
4. Local static objects (non-POD) types. They are initialized at the time when function is called, hence before that, they’ll be in BSS no matter they are initialized or not.
5. Static object member in class no matter they are initialized or not.
6. Static POD in class uninitialized.

Keeping a variable in BSS means it is given an address, but it is not initialized.

1. Consider the following scenarios:

int f(){

int a = 5;

static int b = a; // stored in bss section

}

int f(){

int a = 5;

static int b = a; // stored in bss section

}

int f(){

const int a = 5;

static int b = a; // stored in data section with value 5

// however no memory allocated to ‘a’

}

1. **Global variable** and **static member in class**: constructor is called before enter **main** function.
2. **Local static variable**: constructor is only called when execution reaches its declaration at first time.
3. If **Local static variable is POD type**, then it is also initialized before enter **main** function.

Example for POD type: *static int number = 10;*

<https://stackoverflow.com/questions/55510/when-do-function-level-static-variables-get-allocated-initialized>

**.h and .c files**

* .h files have declarations and .c have definitions.
* We only include .h files as compiler only needs declarations.
* It’s linkers responsibility to find the definitions in the compiled library’s object file(s) present at standard path by searching through the files. We can also define our own path for dynamic linked libraries.
* In static linked binaries, the definition of the functions will be appended in the program binary itself, whereas in dynamic linked binaries it contains only references.
* exit() and \_exit() : The following actions are performed by exit() :

exit handlers (functions registered with atexit() and on\_exit() ) are called, in

reverse order of their registration. The stdio stream buffers are flushed. The \_exit() system call is invoked.

* return 0 and exit(0) : *return 0* returns from the main function to the caller function (\_start\_) and then calls *exit(0)*. If any steps performed during exit processing access variables local to main(), then doing a return from main() results in undefined behavior.

File pointer contains File descriptor and has buffering mechanism. Doesn’t have portability issues for programs.

**Interrupts**

Process context:

Interrupt context: When executing an interrupt handler, the kernel is in interrupt context. It should be fast and should not sleep as it has interrupted other process asynchronously. Also, it cannot call any function that invokes sleep, thereby limiting the number of functions it can call.

Why can’t you sleep in an interrupt handler?

In a clocked design, a complex circuit is broken down into progressively smaller blocks by adding latches so that the input and output of each block changes only when triggered by a clock pulse.

In an asynchronous design, the amount of time it will take a given block to transform its input into a valid output is somewhat *unpredictable*. This means every block needs a mechanism to signal that its output has become valid, and a mechanism to check for when its inputs become valid.

Hardware interrupts are asynchronous. They can happen in the middle of an instruction execution, i.e., they occur asynchronously with respect to the processor clock. This is because clock of other hardware is not in sync with the clock of the processor. If multiple instructions are executed per clock cycle, then we can say that a hardware interrupt is asynchronous with CPU’s clock.

Interrupts generated by processor (divide by zero) are synchronous interrupts. They will occur after the current clock cycle.

System calls are software interrupts. Synchronous means they are synchronized with processor clock.

Both latter two are called *exceptions*.

Kernel doesn’t run all the time. In a single core system, when a user mode process is running, kernel would start running when the process invokes a system call. Kernel can be scheduled as a result of the interrupt generated on system call. Similar for hardware interrupts. Operating systems run through exceptions and interrupts. If there are no system calls, and no hardware interrupts, the kernel does nothing because it is not entered - there is nothing for it to do. A single process would keep on running in this case because there is no timer expiry interrupt (or no system calls made) to make use of the scheduler (or system call handlers) which is part of the kernel.

**Compiling a C program**

1. Preprocessing is the first pass of any C compilation. It processes include-files, conditional compilation instructions and macros.
2. Compilation is the second pass. It takes the output of the preprocessor, and the source code, and generates assembler source code.
3. Assembler takes the assembly source code and produces an assembly listing with offsets. The assembler output is stored in an object file.
4. Linking is the final stage of compilation. It takes one or more object files or libraries as input and combines them to produce a single executable file. It resolves references to external symbols (like extern variables), assigns final addresses to procedures/functions and variables, and revises code and data to reflect new addresses (a process called relocation).

.text

contains the executable instruction codes and is shared among every process running the same binary.

.bss

It holds un-initialized global and static variables. The size that BSS will require at runtime is recorded in the object file, but the BSS (unlike the data section) doesn't take up any actual space in the object file.

.data

Contains the initialized global and static variables and their values. It is usually the largest part of the executable. It usually has READ/WRITE permissions.

.rdata

.rodata (read-only data) section. This contains constants and string literals.

.reloc

Stores the information required for relocating the image while loading.

Symbol table

Relocation records

Buffer overflow:

When a [program](https://en.wikipedia.org/wiki/Computer_program), while writing [data](https://en.wikipedia.org/wiki/Data_(computing)) to a [buffer](https://en.wikipedia.org/wiki/Buffer_(computer_science)), overruns the buffer's boundary and overwrites adjacent [memory](https://en.wikipedia.org/wiki/Main_memory) locations.